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Bez porzqdnych danych nie ma cyfroweJ transformacji

Cyfrowa transformacja sektora finansowego od lat
znajduje sie w centrum strategicznych debat zarza-
dow, regulatorow i dostawcow technologii. Chmu-
ra, sztuczna inteligencja, automatyzacja procesow
czy zaawansowana analityka obiecuja wieksza
efektywnosc, lepsze zarzadzanie ryzykiem i szyb-
sze decyzje biznesowe. W praktyce jednak wiele
inicjatyw technologicznych nie przynosi oczeki-
wanych rezultatow. Przyczyna jest czesto wspolna
i banalna zarazem - niska jakos¢ danych.

X

KAROLINA
PRASZEK-GOLEBIEWSKA
dyrektor zarzadzajacy / CEO
Kancelarii Bezpieczenstwa,
prawniczka, ekspertka ds.
bezpieczehstwa informacji i ochrony
danych osobowych

Dane jako fundament,

nie produkt uboczny

W instytucjach finansowych dane
weigz bywaj a traktowane jako efeke
uboczny proceséw operacyjnych,
a nie jako strategiczne aktywo.
Tymczasem technologie finansowe

sa tak dobre, jak dane, na keorych
pracuja. A]gorytmy sztucznej in-
teligencji, modele predykeyjne czy
systemy  automatycznego —rapor-
towania nie ,naprawig” blednych,
nickompletnych lub niespdjnych
danych. Wrecz przeciwnie — zauto-
matyzuja chaos, skalujge bledy za-
miast wartosci.

Jakos¢ danych obejmuje znacznie
wigcej niz ich poprawnos’é To tak-
ze aktualnosé, kompletnoéé, spéj—
nos¢ pomiedzy systemami, jedno-
znacznos¢ dcﬁnicji oraz mozliwos¢
przesledzenia pochodzenia danych
(data lineage). Bez tych elementow
nie sposéb mowic¢ o data-driven fi-
nance ani o realnym wsparciu tech-
nologii w podcjmowaniu dccyzji

zarzadezych.

Legacy systems i silosy
informacyjne

Jednym z najwigkszych wyzwan
jakosci danych w finansach sy sys-
temy legacy oraz silosy informacyj-
ne. Dane o kliencie, transakcjach,
ryzyku czy zgodnosci regulacyjnej
funkcjonujQ réwnolegle w wielu
systemach, czgsto z odmiennymi
defmicjami i logika biznesowa.
W takich warunkach integracja da-
nych staje si¢ projektem wysokiego
ryzyka, a kazda nowa technologia
— kolejng warstwa komplikaciji.

Cyfrowa transformacja nie polega
wylaeznie na wdrozeniu nowego
narzqdzia, lecz na uporz%dkowaniu
architektury informacyjnej orga-
nizacji. Bez standardéw danych,
centralnego Zarza[dzania metada-
nymi i jasno przypisanej odpowie—
dzialnosci za jakos’c’ danych (data
ownership), nawet najlepsze roz-
wigzania technologiczne pozostang
kosztownym eksperymentem.

Jakos¢ danych a regulacje

i bezpieczenstwo

W sektorze finansowym jakos¢ da-
nych ma rowniez wymiar prawny
i regulacyjny. Regulacje takie jak
DORA, RODO, wymogi raporto-
we EBA czy KNF opierajg si¢ na

zalozeniu, ze instytucja panuje nad
swoimi danymi — wie, jakie dane
przetwarza, gdzie sg przechowywa-
ne, kto ma do nich dostep i w jakim
celu sa wykorzystywane.

Niska jakos¢ danych to nie tylko
problem operacyjny, ale takze re-
alne ryzyko prawne i reputacyjne.
Bledne dane mogg prowadzi¢ do
nicprawidiowcgo raportowania
regulacyjnego, naruszen ochrony
danych  osobowych czy niesku-
tecznego zarzacdzania incydentami
bezpieczenstwa. W tym kontekscie
zarz%dzanic jakos’ci% danych staje
si¢ integralnym elementem  syste-
mu zarzgdzania bezpieczenstwem
informacji i compliancc‘

Al, automatyzacja i iluzja
sinteligentnych” systemow
Rosngce zainteresowanie Al w fi-
nansach czesto pomija fundamen-
talne pytanie — czy dane sg gotowe
na wykorzystanie przez. algorytmy?
Modele uczenia MAaszZynowego wy-
magaja duzych wolumenow danych
Wysokicj jakoéci, pozbawionych
systemowych bledéw i uprzedzen.
W przeciwnym razie instytucja
ryzykuje podejmowanie decyzji na
podstawie falszywych wzorcow, co
w obszarze kredytowym, ryzyka

czy przeciwdzialania naduzyciom

moze mie¢ powazne konsekwencje.
Podobnie automatyzacja procesow
(RPA, TPA) bez uporze}dkowanych
danych prowadzi do automatyzacji
wyjatkow i recznych obejs¢, za-
miast do end-to-end automation.
Technologia nie zastapi braku fadu

informacyjnego.

Od projekt(')w IT do

zarzqdzania danymi

Warunkiem  sukcesu  technologii
ﬁnansowych jest zmiana pcrspck—
tywy: od projektowego podejscia
do IT w stron¢ dlugofalowego za-
rzgdzania danymi (data governan-
ce). Oznacza to inwestycje nie tylko
w narzqdzia, ale takze w role, pro-
cesy i kulture organizacyjng. CFO,
CIO, CDO i zespoly prawne oraz
bezpieczenstwa muszg wspolpraco-
wac przy definiowaniu standardéow
danych, priorytetéw jakoéciowych

i zasad odpowiedzialnosci.

Dopiero na takim fundamen-
cie technologle moga realnie
wspiera¢ transformac](; cyfrowa,
poprawia¢ efektywnos¢ i budo-
waé  przewage konkurencyjna.
Bez porzadnych danych cyfrowa
transformacja pozostaje hastem
—  kosztownym, ryzykownym
i pozbawionym trwalej wartosci.
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Banki przyspieszaja cyfrowa transformacje,
a regulatorzy patrza uwaznie

Chmura obliczeniowa coraz szybciej staje sie istot-
nym elementem infrastruktury sektora finanso-
wego. Banki i ubezpieczyciele widza w niej sposéb
na zwiekszenie efektywnosci, skalowalnosci i
tempa innowacji. Jednoczesnie rosng wymagania
regulacyjne i presja zwigzana z bezpieczenstwem
danych. Jak wynika z raportu ,,Barometr cyfrowej
transformacji polskiego biznesu 2025-2026” firmy
Polcom, sektor finansowy wchodzi w faze przy-
spieszonej, ale ostroznej migracji do chmury.

PIOTR ZABOROWSKI
Managing Consultant z Polcom

Chmura przestaje by¢
eksperymentem

Jeszcze kilka lat temu rozwigza-
nia chmurowe w finansach wy-
korzystywano glownie do syste-
mow pomocniczych. Dzi$ coraz
Czqs'ciej trafiaj:% tam strategiczne
procesy biznesowe — analityka
danych, aplikacje klienckie czy
srodowiska wspierajace automa-

tyzacje i sztuczng inte]igenc]q.

J

Z dzmych raportu Polcom wyni-
ka, ze 72 proc. firm dostrzega bez-

posredni wplyw synergii chmury,
Al automatyzacji i cyberbczpie—
czenstwa na zdolno$¢ do inno-
wacji i rozwoju. W sektorze fi-
nansowym tempo tej zmiany jest
wyzsze niz w wielu innych bran-
7ach, co wynika 7arOWno 7 presji
konkurencyjnej, jak i rosngeych
oczekiwan klientow.

Dla  instytucji  finansowych
chmura przcstala byé rozwigza-
niem testowym i srodowiskiem
jedynie wspierajagcym  procesy
biznesowe. Stala sie rea]nym na-
rzedziem  skalowania  biznesu,
skracania czasu Wprowadzania
nowych produkeow i zwickszania
elastycznos'ci operacyjnej. Coraz
czqéciej méwimy 0 przenoszeniu
do Chmury proceséw 0 znaczeniu
krytycznym. To oznacza zmiang
podejs’cia Zarzqdczego — 7 zawe-

zonego myslenia projekrowego
na skoncentrowanie sie na po-
dejsciu uwzgledniajgcym  dhugo-
falowe efekty biznesowe. Dzis
pytanie nie brzmi juz ,czy korzy-
sta¢ z chmury”, ale ,na jaka skale
iw jakim modelu ] WdroZyc’.

Regulacje spowalniajy, ale

nie zatrzymujg zmian

Jednoczesnie sektor  finansowy
dziala w jednym zZ najbardziej
regulowanych srodowisk gospo-
darczych. Nowe wymogi, w tym
unijne rozporz:idzenie DORA,
stawiajg przed instytucjami fi-
nansowymi obowiaczek zapewnie-
nia odpornosci cyfrowej, kontroli
nad danymi oraz cigglosci dziata-
nia systemow [T — rowniez tych
opartych na chmurze.

Raport Polcom pokazujc, 7e
81 proc. firm planuje zwigkszyc
wydatki na cyberbezpieczenstwo
w latach 2025-2026, a pozostale
19 proc. chee je utrzymac je na
obeenym poziomie. To sygnal, ze
bezpieczenstwo i zgodnos¢ regu-
lacyjna staly si¢ integralng czescig
strategii technologicznych.

chulatorzy nie blokuj:% dzis roz-
wigzan chmurowych, ale bardzo
wyraznie oczekujg, ze beda one
wdrazane w sposob kontrolowa-
ny, audytowalny i zgodny z wy-
mogami nadzorczymi. Dla in-
stytucji finansowych oznacza to

koniecznos¢ dokladnego projek-
towania architekeury IT, w tym
coraz czgstsze sigganie po modele
hybrydowc. Kluczowa staje si¢
' .

fransparentnos¢ — zarowno wo-
bec regulatordw, jak i klientow.
Chmura musi dawac¢ nie tylko ela-
stycznos¢, ale tez poczucie pelnej
kontroli nad danymi i procesami.
To znaczaco podnosi poprzeczke
dla calego sektora.

Bezpieczenstwo jako

warunek dalszej migracji

W finansach chmura nie moze
funkcjonowad bez silnego zaple-
cza cybersecurity. Rosngca liczba
cyberatakow oraz koncentracja
ustug u najwigkszych dostawcow
techno]ogicznych sprawiaja, ze
instytucje finansowe coraz cze-
écicj analizujq ryzyka zwigzane
z dostgpnoscig systemow i zalez-
noscia od jednego operatora.

Dane przedstawione W raporcie
,Barometr cyfrowej transforma-
cji polskiego biznesu 2025-2026
jasno wskazuja, ze cyberbezpie-
czenstwo jest dzis jednym z glow-
nych obszarow inwestycyjnych,
a nie kosztem operacyjnym. Dla
bankow i ubezpieczycieli to wa-
runek dalszej cyfryzacji i migracji
do chmury.

Chmura w sektorze finansowym
przestata by¢ wylaeznie kwestig
o

technologii — stala si¢ kwestig
odpowiedzia]noéci biznesowej.
Instytucje finansowe muszg dzis
udowodnic, ze potrafig nie tyl-
ko efektywnie korzystac z roz-
wiazan chmurowych, ale takze
zapewnié Ciz}glos'é dzialania
i odpornos¢ na incydenty. Coraz
wickszg role odgrywa przygo-
towanic na audyty regulatorow
i scenariusze kryzysowe. Bez
spehﬂenia tych warunkow dal-
sza migracja do chmury po pro-
stu nie bedzie mozliwa.

Ewolucja zamiast rewolucji

Cho¢ tempo zmian rosnie, chmu-
ra w scktorze finansowym rozwi-
ja si¢ raczej cwolucyjnic niz re-
Wo]ucyjnie. Instytucje stopniowo
przenoszy kolejne obszary dzia-
falnosei, testujac rozwigzania, bu-
dujge kompetencje i dostosowu-
jac sie do oczekiwan nadzorcow.

Najblizsze lata pokaza, keore
instytucje potraﬁ:% znalez¢ row-
nowage miedzy szybkim wdra-
zaniem innowacji a dyscypling
regu]acyjnz}. Te, keore zrobiq to
najlepiej, zbudujg trwaly przewa-
ge na rynku finansowym. Chmu-
ra nie jest dzi$ celem samym
w sobie, ale fundamentem dalszej
cyfrowej transformaciji finansow.
I to wlasnie dojrzalos¢ w jej wy-
korzystaniu bgdzic jcdnym z klu-
czowych Wyr(')inikéw rynku.

Al w systemach transakcyjnych i CRM

Sektor finansowy od lat opiera swoja dziatalnosc
na zaawansowanych systemach transakcyjnych
oraz platformach CRM, ktére wspierajg obstuge
klientow, sprzedaz produktéw i zarzadzanie rela-
cjami. Sztuczna inteligencja przestaje by¢ jednak
dodatkiem technologicznym i staje sie integralna
czescia tej architektury, wspierajac procesy, prze-
widywalnosc oraz decyzje operacyjne.

EUKASZ SUJKA
lider rynku, sektor bankowosci
i finansow, architekt rozwigzan IT

W systemach CRM, takich jak Pi-
votal CRM, Al otwiera nowe moz-

liwosci automatyzacji proceséw,
poprawy jakosci danych i perso-
nalizacji obstugi klienta. CRM pet-
ni role centralnego repozytorium
wiedzy o kliencie — integruje dane
z systemow transakcyjnych i pro-
duktowych, kanatéw cyfrowych
oraz punktéw kontaktu, takich jak
call center czy oddziaty. Al dziata
tu jako warstwa analityczno-de-
cyzyjna: nie zastepuje systemow
coreowych, ale znaczaco zwiek-

szaich ,inteligencje”.

Praktyczne zastosowania obej-
muja inteligentne przetwarzanie
dokumentéw i maili - automa-
tyczng ekstrakcje danych z OCR,
ich walidacje oraz uzupetnianie
profilu klienta bez recznego prze-
pisywania. Modele Al wspieraja
tez automatyzacje proceséw ob-
stugowych: klasyfikacje i prio-
rytetyzacje spraw, sugerowanie
kolejnych krokéw w procesie czy
przekierowanie zgtoszen do wia-
sciwych zespotéw. W obszarze
ryzyka Al pomaga wykrywac ano-
malie, wspiera procesy KYC i AML,
wykrywajac fraud i nietypowe za-
chowania, a w sprzedazy umoz-
liwia inteligentng personalizacje
oferty, w tym cross-sell/up-sell
oraz rekomendacje produktéw
dopasowanych do profilu klienta
i etapu cyklu zycia relacji. Dzieki

dla finansow

temu banki mogg szybciej reago-
wac¢, ogranicza¢ btedy i realnie
poprawia¢ satysfakcje klientow
oraz pracownikéw.

Wdrozenia Al w Pivotal CRM reali-
zowane s3 jako niezalezna war-
stwa ustug, integrowana z CRM
przez APl i zdarzenia (modele ML/
LLM) oraz uruchamiana na plat-
formach wybranych przez insty-
tucje. Takie podejscie zapewnia
elastycznos¢, skalowalnos¢ oraz
mozliwos$¢ stopniowego rozsze-
rzania funkcjonalnosci bez re-
wolucyjnych zmian w systemach
core'owych. Al w systemach trans-
akcyjnych i CRM nie jest juz wizjg
przysztosci, lecz praktycznym
narzedziem transformacji cyfro-
wej, ktdre wzmacnia efektywnosc¢
operacyjna, spojnos¢ danych oraz
zdolnos¢ adaptacji do zmieniaja-
cych sie oczekiwan rynku.

Zapraszamy do kontaktu - ze-
skanuj kod QR i uméw bezptat-
na konsultacje, podczas ktorej
wspdlnie przeanalizujemy, jak
warstwa Al w Pivotal CRM moze
wesprze¢  kluczowe  procesy
w Twojej instytucji.

Pivotal Polska - lider w dostarcza-
niu zaawansowanych rozwigzan
CRM dla sektora finansowego, kt6-
re tacza technologie z efektywna
i zgodna z regulacjami komunika-
¢ja z klientem. W bankowosci liczy
sie nie tylko szybkos¢ transakgji, ale
przede wszystkim umiejetnos¢ bu-
dowania trwatych relacji.

materiat partnera
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Modernizowac IT w finansach bez
ryzyka operacyjnego

W bankowosci ,,czas to pienigdz” nie oznacza
wytacznie responsywnosci w reagowaniu na
rynek. O wiele czesciej to koszt odktadania
decyzji inwestycyjnych, ktére z kazdym rokiem
robig sie drozsze, bardziej ryzykowne i trudniej-

sze organizacyjnie.

GRZEGORZ CHUDEK
dyrektor zarzadzajacy, Cloud First
oraz Technology for Financial
Services Lead, Accenture w Polsce

Jak wykazaly nasze badania, okolo
70 proc. wszystkich wydatkow na
technologie w bankach jest prze-
Znaczanych wyl%cznie na bieiscce
utrzymanie starych systemow oraz
spelnizmie Wymogéw regulacyj nych.
Druga strona monety jest jeszcze
gorsza, bowiem oznacza to, Ze na in-
nowacje i rozwéj pozostaje jedynie
30 proc. budzetu. W konsckwencji
wiele bankéw funkcjonuje w trybie
utrzymania zdolnosci operacyjnej,
anie w trybie budowania przewagi.

Aktualnie dzialajgce systemy przez
lata byly fundamentem stabilnosci
scktora bankowego. Problem za-
czyna si¢ wtedy, gdy stabilnos¢ staje
sie kotwic% w podréiy do rozwoju
— w koncu zwinnos¢ i zmiennosé¢
sa dzi$ warunkiem konkurowania.
Ograniczenia nie Wynikajac Wyl%cz—
nie z wicku platform, ale z tego, jak
trudno i jak kosztownie si¢ je rozwi-
ja w swiecie otwartych interfejsow,

integracji partnerskich, rosngcej
liczby kanalow cyfrowych i coraz
bardziej szezegdlowych wymagan
dotycz%cych danych i regulacji.
Tylko w ciggu ostatnich 15-20 lac
koszty technologii w sektorze ban-
kowym rosly srednio czterokrotnie
szybciej niz przychody. To sygnal,
7e dotychczasowy model wdrazania
zmian traci na efekeywnosci. Wie-
le instytucji z tego sekeora Wpacﬂo
w petle zaglady”, czyli pulapke,
w ktérej wydajat coraz wiecej na
nowe oprogramowanie, a jednocze—
snie ponosza rosngce koszty jego in-
tegracji z przestarzalym rdzeniem.
Co warto podkresli¢, to fake, ze
taka sytuacja tworzy bariere, kto-
ra nie tylko generuje coraz wyzsze
koszty utrzymania, ale takze hamu-
je zdolnos¢ bankow do konkuro-
wania z nowymi graczami, takimi
jak fintechy, ktore nie sg obciazone
dlugiem technologicznym.

Spojrzenie z zewngtrz

Czesto organizacije dzialajsc W pew-
nym odurzeniu operacyjnym, ak-
ceptujgc niedoskonalosci  swoich
systemow jako naturalny element

krajobrazu technologicznego. Dla-
tego modernizacjcz IT w finansach
warto zaczynac od szczerej diagno-
zy aktualnego srodowiska, rozumia-
nej nie jako spis aplikacji i silosow
danych, ale jako inwentaryzacje
zaleznosci. Trzeba wzia¢ pod uwage
jednoczeénie aplikacje, integracije,
dane, procesy, uprawnienia, kon-
trakty, kompetencje zespolow oraz
micjsca, w keorych proces dziata
wylgeznie dlatego, ze ktos na kon-
cu steruje nim recznie. To pozwoli
nam opracowa¢ takze mape ryzy-
ka, keora wskaze punkey krytycz-
ne, gdzie brak kontroli jest mylony
7 ograniczeniem systemowym.

Czgsto wewngtrzne zespoly dzie-
dzicz% systemy razem z narracjj
o ich ograniczeniach. Z czasem ta
narracja zaczyna by¢  traktowa-
na jak OCZ)Wistoéé ina cHugi czas
zamyka pole do realnej zmiany.
Dlatego w modernizacji kluczowa
jest rola partnera z zewnatrz, kto-
ry potrafi zadaé niewygodne, ale
porz%dkuj ace pytania: co w banku
jest naprawde krytyczne i dla kogo,
jak dlugo i w jakim zakresie orga-
nizacja moze tolerowac pogorsze-
nie dzialania, gdzie ryzyko wynika
Z technologii, a gdzie z braku moni-
toringu, testow i dyscypliny zarza-
dzania zmiang, czy problemem jest
jedna aplikacja, czy raczej cata sie¢
systemowych zaleznosci.

Najlepszy moment na takie pyta-
nia jest przed wyborem technologii

— wtedy diagnoza nie musi by¢ na
sife dopasowana do decyzji, keora
juz zapadla, tylko realnie ja ksztal-
tuje. Dopiero na tej podstawie pro-
jekt architektury docelowej staje
si¢ uzyteczny. Powinien opisywac,
jak bank ma dziala¢ po moderni-
zacji od strony IT1 operacji, a jed—
noczesnie wskazywa¢ droge dojscia
tak, aby nie zaklocié bieiqcej dzia-
falnosci. Jesli bank modernizuje ele-
menty w oderwaniu od calosci, to
istnieje ryzyko, ze poprawa szybko—
sci lub funkejonalnosci w waskim
obszarze operacyjnym globalnie
wywola wzrost kosztow utrzyma-
nia systemu. Wowezas caly projekt
staje si¢ coraz bardziej kosztowny,
nawet jezeli kazdy jego fragment
Wygla}da sensownie osobno.
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Okoto 70 proc.
wszystkich wydatkow
na technologie
w bankach jest
przeznaczanych
wytacznie na biezace
utrzymanie starych
systemow oraz
spetnianie wymogow
regulacyjnych.

Wielka suma malych zmian

W finansach elementy takie jak
monitoring, kontrola  wdrozen,
mechanizmy bezpieczenstwa,
kopie zapasowe, odtwarzanie po
awarii oraz testy kontrolne po
zmianach muszg by¢ staly i regu-
larna( Czqs'ci% projektu, a nie wy-
tacznie dodatkiem walidacyjnym
na koncu. To one decydujy, czy or-
ganizacja bedzie w stanie dostar-
cza¢ zmiany bez wzrostu liczby
incydentéw, czy tez kazde wdro-
zenie bedzie zwieksza¢ napiecie
Zwigzane z integralnos’ci% syste-
mu. W tym kontekscie moderni-
zacja jest rownoczesnie projektem
technologicznym i projektem
operacyjnym, poniewaz ryzyko
rodzi si¢ na styku kodu, danych,

procesow, ludzi i legislacji.

W praktyce oznacza to koniecznos¢
fazowania wdrozen. Bank nie moze
sobie pozwo]ié na jednorazowy,
daleki skok rozwojowy, bo musi
dzialac bez przerw, a tolerancja na
zakldcenia jest mocno ograniczona.
Kazda faza powinna mie¢ jasny za-
kres, zdefiowane dane i procesy,
keore bedg migrowane, oraz wa-
runki przejscia do kolejnego etapu.
Istotny jest tez model realizacji‘
Oddanie calej modernizacji jedne-
mu wykonawcy upraszcza stare, ale
z czasem zamyka bank w rosngcej
zaleznosci, ogranicza elastycznos¢
i kumuluje ryzyko w jednym miej-
scu. Rozproszenie prac bez wspol-
nych regul integracji i spojnych
standardow Wykonania koﬁczy sie
z kolei rozmyciem odpowiedzial-
nosci i srodowiskiem, ktérego nike
nie kontroluje w calosci. Dywer-
syfikacja dziala tylko wredy, gdy
jest swiadomie zaprojektowana
wokot logicznych obszarow od-
powiedzialnos’ci, a zespoly graja
wedlug tych samych zasad. Inaczej
przyspieszenie bedzie iluzjg, a real-
ny rachunek zostanie pod]iczony
W utrzymaniu.

Dawkowanie innowacji

Na koncu pozostaje horyzont czasu.
Modernizacja w finansach trwa lata
i w prakeyce nigdy si¢ nie konczy,
poniewaz dotyka proceséw kry—
tycznych, danych  historyeznych,
zgodnosci, audytu i prakeyk ope-
racyjnych, a na dodatek unikanie
wpadania w dlug technologiczny
wymaga permanentnych inwestycji.
Dlatego potrzebny jest stabilny mo-
del finansowania, realne kamienie
milowe oraz sposéb pokazywania
efektow po drodze. Dojrzale i swia-
dome organizacje nie pytajg dzis,
czy modernizowa¢, lecz czy prze-
widzielismy odpowiednie zasoby na
péiniejsze, niezqune utrzymanie
i modernizacjg.
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Technologie w sektorze finansowym
—trendy na 2026 .

Sektor finansowy od lat nalezy do gatezi gospodarki, w ktorych tempo wpro-
wadzania innowacji oraz przetomowych zmian jest szczegélnie wysokie. Mozna
sie spodziewad, ze dynamiczny rozwoj technologiczny, jaki zauwazalny byt
w ubiegtym roku, doczeka sie w 2026 r. kontynuacji. Krajobraz rozwigzan IT dla
finansow bedzie ksztattowany przez sztucznj inteligencje, cyfrowa transforma-
cje oraz niezmiennie silny trend wdrazania chmury hybrydowej przy zwréceniu
bacznej uwagi na bezpieczenstwo, a takze cyfrowa suwerennosc¢ i odpornosc.

MONICA SASSO
dyrektor Red Hat ds. transformacji
cyfrowej sektora finansowego

Transparentna i kontrolowalna Al
W obszarze sztucznej inteligencii
uwaga przcdsigbiorstw koncen-
truje si¢ dzis przede wszystkim na
generatywnej oraz agentowej Al,
W miar¢ jak prcdykcyjna Al juz od
dawna znajduje szerokie zastoso-
wanie w sektorze ﬁnansowym. Fir-
my wcigz mierzg si¢ z wyzwaniem
wdrazania  sztucznej  inteligencii
w sposob kompleksowy, przejrzysty
i kontrolowany, z wykorzystaniem
zabezpieczen bazujacych na ramach
zarz%dzama 1y zyklem Al (z ang. Al
Risk Framework). Takie podejscie
jest niczbgdnc7 aby moc zaufaé tej
technologii oraz wykaza¢ wobec
regulatorow, klientow i rynku, ze
jest ona wykorzystywana w sposob
Wlaéciwy, uczciwy i etyczny.
Jednoczesnie z obserwacji rynku
widzimy, ze ﬁrm} coraz czescicj
szukajg rOLWh}L an, ktore pozwoly
im réwnowazy¢ faze eksperymen-
tow innowacji z osigganiem real-
nych korzysci biznesowych, takich
jak zwrot z inwestycji i wzrost efek-
tywnosci. Badanie MIT wskazuje,
Z€ az 95 proc. inicjatyw zwiz}zanych
z Al konezy si¢ niepowodzeniem.
W tym kontekscie w 2026 r. moz-

na spodziewac si¢, ze firmy bedg

%9

Uwaga
przedsiebiorstw
koncentruje sie dzi$
przede wszystkim na
generatywnej oraz
agentowej Al, w miare
jak predykcyjna
Al juz od dawna
znajduje szerokie
zastosowanie
w sektorze
finansowym.

wprowadzac sztuczng inteligencje
w sposob  bardziej przemyslany
i zaplanowany, juz na etapie pro-
jektu starajge sic odpowiedzie¢ na
szczcgéhlic istotne pytania, takie
jak ,dlaczego wykorzystujemy AI”
oraz ,w jaki sposdb zastosowanie
tej technologii wpisuje si¢ w strate-
gie naszej firmy”.

Proaktywna cyberochrona

W obliczu rosngeych mozliwosci
generatywnej sztucznej intcligcn—
cji i postepujgcej demokratyzacji
kodowania, cyberbezpieczenstwo
pozostaje jednym 7 g]féwnych po-
wodoéw  niepokoju na poziomie
zarzgdow firm finansowych. Kra-
jobraz zagrozen stale si¢ rozszerza
obejmujac m.in. technologie kwan-
towe, generatywng Al kradziez
danych, ataki na meuch dostaw,
ryzyka zwigzane z chmura, a takze
ransomware, phishing, inzynieric
spoleczng czy zwickszajacy sie licz-
bq atakow DDoS.

To z kolei wymusza na firmach
odejs'cie od podejécia reaktyw—

nego na rzecz proaktywnego, co
w praktyce oznacza koniecznos¢
inwestowania w kompetencje ze-
spolow oraz dbania o to, by nie
byly one przecigzone w obliczu
nowo pojawiajacych sie zagrozen.
Jednoczesnie duzym wyzwaniem
pozostaje wdrazanie nowych
technologii w szybkim tempie,
przy zachowaniu bezpieczeﬁstwa
i Zgodnoéci regulacyjnej — zwhasz-
cza, 7e cyberprzestqpcy nie poru-
szajq sie w Zadnych regulacyjnych

ramach.

Dane to nowe zloto

W kontekscie cyfrowego bezpie-
czenstwa w scktorze finansowym
trudno poming¢ trzy scisle powig-
zane z nim obszary: suwerennos¢
CyFTOW%, Zal‘Z%demiC danymi oraz
odpornos¢ — zarowno cyfrows, jak
i operacyjng. Mozna by sprowadzié
te dyskusje do regulacii takich jak
RODO czy DORA, jednak takie
uproszczenie niewiele wnosi do
praktycznego spojrzenia na wyzwa-
nia, z jakimi mierza si¢ dzis firmy
finansowe. Zarzadzanie danymi

VD

Coraz czesciej
odpornosé cyfrowa
i operacyjna jest
taczona z pojeciem
suwerennosci
cyfrowe;j.

pozostaje bowiem nie tylko wyraz-
nym trendem technologicznym czy
rcgulacyjnym, ale takze konieczno-
scig biznesowg. Dane to nowe zlo-
to i wszyscy oczekuja, ze bedg one
traktowane jak zasoby przecho-
wywane w skarbeu, podezas gdy
w rzcczywistos’ci sa — dostownie
i w przenosni — rozsiane wszedzie”.
Wyciek informacji z firmy natych-
miast trafia na pierwsze strony
gazet: audytorzy pukajg do drzwi
przcdsigbiorstw, a te tracg klientow

i udzia}y W rynku.

Co wiccej réwnie istotna jest ja-
kos¢ danych — jesli s one nie-
kompletne lub niewlasciwie za-
rzgdzane, trudno wykazaé, ze
klienci otrzymuja odpowiednio
dopasowane do swoich potrzeb
produkty, a ich interesy s3 odpo-
wiednio chronione. Wraz z rosng-
cym wykorzystaniem = sztucznej
inteligencji wyzwania te dodatko-
WO si¢ nasﬂaj%, czynigc porzqdko—
wanie, klasyfikacje, zabezpiecza-
nie i kontrolg danych nie tylko
zrodlem przewagi konkurencyj-
nej, ale takze wymogiem bezpie-
czenstwa i przedmiotem rosnacej
uwagi regulatorow.

Sektor odporny i suwerenny
Odpornos¢  pozostaje  jednym
z kluczowych tematéw ostatnich
lat i wszystko wskazuje na to, ze
predko si¢ to nie zmieni. Przykla-
dem s3 regu]acje takie jak DORA
w Unii Europejskiej, brytyjskie
wymogi odpornoéci operacyjnej
czy analogiczne przepisy w Au-
stralii, Nowej Zelandii, Kanadzie,
Japonii, Hongkongu, Singapu-
rze oraz na Bliskim Wschodzie.
U podstaw tych regulacji lezy pigc
wspolnych  zalozen:  zapewnie-
nie pelnej widocznosci tancucha
dostaw techno]ogii traktowanie
dostawcow zewngtrznych jak we-
wnetrznych uslugodawcow pla-
nowanie scenariuszy awaryjnych
i ciaglosci dzialania, unikanie
uzaleznienia od jednego dostaw-
¢y (z ang. vendor lock-in) oraz
rcgularnc podnoszcnic poziomu
bezpieczenstwa poprzez tzw. testy
penetracyjne.

Coraz czg¢sciej odpornosc cyfrowa
ioperacyjna jest h}czona zpojeciem
suwerennosci cyfrowej. W odpo—
wiedzi na rosngce oczekiwania re-
gulatoréw ﬁrmy muszg dzis jasno
zdefiniowad, co termin ten oznacza
w ich przypadku oraz jaki poziom
ryzyka sa gotowe zaakceptowac.
Podobnie jak odpornos¢ opera-
cyjna, takze suwerennos¢ cyfrowa
nie jest stanem zero-jedynkowym,
lecz procesem, keory wymaga swia-
domych decyzji techno]ogicznych.
W tym kontekscie podkresla sig, ze
przejrzystos¢ wbudowana w opro-
gramowanie open source, otwarte
modele Al i metody pracy mogy
wspiera¢  zardwno suwerennos,
jak i odpornos¢, m.in. dzieki moz-
liwosci przenoszenia aplikacji iela-
stycznosci w wyborze dostawcow.
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CFO-CIO-CTO: trojkat mocy czy pole konfliktu?
Jak przelamaé silosy w cyfrowej transformacji

Hasto ,,cyfrowa transformacja” znaczy dzis wiecej
niz jeszcze w czasach ,,mobile first” czy ,Internet
of Things”. Automatyzacja procesow, migracja do
chmury, wdrazanie sztucznej inteligencji czy cy-
berbezpieczenstwo to dzis elementy strategicznej
uktadanki, od ktorej zalezy konkurencyjnos¢ firm.

MIROSEAW GAMLA
Chief Financial Officer & Enterprise
Value Practice Lead w Accenture
w Polsce, Insurance & Banking
Executive

W tym nowym porzadku klu-
czowy role odgrywa wspolpra-
ca trzech funkcji: finansowej
(CFO), informatycznej (CIO)
i technologicznej (CTO). To
wlasnie od jakoéci tej relacji
coraz czesciej zalezy sukces lub
poraika transformacji. A rela-
cje trojstronne rzadko bywajg
proste. Jak si¢ porozumiec? Jak
znalez¢ Wspélny j(;zyk?

Jak wspotpracowac tak, by bu-
dowaé synergie, zamiast gasié
wewnetrzne problemy? Ponizej
przedstawiam swoj punke wi-
dzenia, oparty na wieloletnim
doswiadezeniu  doradezym  we
wspolpracy z klientami.

Trzy perspektywy — jeden cel?
Zacznijmy od Weryﬁkacji, kto
zasiada przy naszym stole. CFO
koncentruje si¢ na zwiqkszaniu
przychodu, planowaniu, efek-
tywnosci  kosztowej, rentow-
nosci inwestycji i zarz%dzaniu
ryzykiem. CIO odpowiada za
stabilnos¢  systeméw,  bezpie-
czenstwo danych i architekturq
IT, a CTO za innowacje, T0zwoj
produktéw oraz wdrazanie no-
wych technologii. I tu pojawiaja
si¢ pierwsze wyzwania. Kazda
V/ tych 0sob pos}uguje si¢ bo-
wiem innym jqzykiem7 mierzy
sukces wlasnymi  wskaznikami
i dziala w odmiennym horyzon-
cie czasowym. W efekcie zamiast
synergii czesto obserwujemy na-
piecia w tych relacjach: finan-
se oczekuj% szybkiego ZWTOtu
z inwestycji, I'T stawia na sta-
bilnos¢, kontrole ryzyka i bez-
pieczeﬁstwo, a techno]ogia chce
cksperymentowac i przyspieszac
zmiany.

Dla mnie pojawia si¢ tu pierwszy
ored flag” — caki uklad sprzyja bo-
wiem powstawaniu silosdw, kto-
re niestety blokuja realng trans-

formacj¢. Dlaczego? Poniewaz
projekty cyfrowe zaczynaja byé
realizowane  fragmentarycznie,
decyzje zapadaja wolniej, a or-
ganizacje nie potrafia wowczas
w pelni wykorzysta¢ potencjatu
nowych technologii. Tymczasem
skuteczna transformacja (a nie
wymiana pojedynczego systemu
na nowszy) wymaga myslenia
systemowego, w keorym finanse,
IT i technologia dziaiaj% jak je-
den, zdrowy organizm.

Dlaczego silosy sg dzis
szczegolnie grozne?

W erze dynamicznych zmian
rynkowych i rosngcej presji kon-
kurencyjnej tempo adaptacji
decyduje o przetrwaniu. Firmy,
ktére nie potrafig szybko in-
tegrowaé strategii biznesowej
z technologiczng, tracy zdolnosc
skalowania, obnizania kosztow
i wprowadzania innowacji. Brak
wspolpracy miedzy CFO, CIO
i CTO prowadzi do paradok-
sow: firmy inwestujg miliony
w nowe systemy, ktorych wdro-
zenie nie generuje oczekiwanej
wartosci albo — z obawy przed
przekroczeniem budzetu — blo-
kuja innowacyjne projekety.
Dodatkowo pojawienie  sie
sztucznej inteligencji jeszcze
bardziej komplikuje ten obraz.
Al wymaga jednoczesnie wy-
sokiej jakosci danych, nowo-
czesnej infrastrukeury (w tym
chmury), kompetencji techno-
10gicznych oraz precyzyjnego
rachunku ckonomicznego. Bez
scislej wspolpracy triady zarzad-
czej projekty Al szybko stajq si¢
kosztownymi  eksperymentami,
zamiast realnym zrédlem prze-
wagi konkurencyjnej.

jak sprawnie dzialaé?

W praktyce powtarzajg si¢ trzy
mechanizmy:  wspdlne  cele,
Wspélne KPI i Wspélne forum
decyzji. Coraz wigcej organiza-
cji przechodzi od klasyczncgo
modelu ,trzech silosow” do kon-

cepeji wspolnego przywodzewa
transformacyjnego. W tym po-
dejéciu CFO, CIOiCTO wspc')l—
tworzg jedng strategic cyfrows,
opartg na jasno zdeﬁniowanych
celach biznesowych, wspolnych
priorytetach inwestycyjnych
i mierzalnych efektach.

Kluczow% zmiang jest wprowa-
dzenie wspolnych wskaznikow
sukcesu. Zamiast osobnych KPI
dla finansow, IT i technologii
organizacje definiuja cele nad-
rzgdne7 takie jak skrocenie cza-
su  wprowadzania produktow
na rynek, wzrost produktywno-
sci czy redukcja kosztow ope-
racyjnych. Taki model sprzyja
podejmowaniu decyzji, keore
optyma]izuj% Wynik calej ﬁrmy,
a nie poszczegolnych dzialow,
iangazujg Wszystkie trzy funkcje
w podobnym stopniu.

Istotng rolq odgrywaj% rowniez
stale komitety decyzyjne, w kto-
rych CFO, CIO i CTO wspdlnie

VD

Skuteczne firmy
buduja Srodowisko,
w ktérym CFO, CIO

i CTO ucza sie od

siebie nawzajem.

priorytetyzuja projekty, aloku-
2 budZety i oceniajg postepy.
Dziqki temu transformacja prze-
staje byc serig rozproszonych
inicjatyw, a staje si¢ spo'jnym
programem zmian.

Wspé]na droga

Jednym z najwickszych wyzwan
jest zmiana narracji wokol tech-
nologii. Zamiast mowic o migra-
cji do Chmury, modernizacji Sys-
temow czy wdrazaniu Al, liderzy
powinni koncentrowa si¢ na
wartosci biznesowej: skréceniu
cyklu produkeyjnego, poprawie
jakosci obstugi klienta, zwick-
szeniu elastycznos’ci operacyjnej
czy ograniczeniu kosztéw. Taki
jf('zyk jest zrozumialy zardwno
dla finansow, jak i dla zarzadu,
a jednoczesnie nadaje projek-
tom technologicznym realny sens
strategiczny.

Warto doda¢, ze przelamywanie
silosow to nie tylko kwestia struk-
tur i procesow, ale przede wszyst-
kim kultury organizacyjnej. Sku-
teczne ﬁrmy buduj% srodowisko,
w ktérym CFO, CIO 1 CTO uczy
si¢ od sicbie nawzajem: finanse
]epiej rozumiejg technologi(;, IT
poznaje  mechanizmy  control-
lingowe, a technologia zyskuje
szerszy perspektywe biznesows.
Taka wzajemna edukacja sprzyja
podejmowaniu odwainiejszych,

ale bardziej swiadomych decyzji.

Zgoda buduje.

Niezgoda rujnuje

Cyfrowa transformacja nie
dzieje si¢ w prezentacjach ani
w centrach danych. Rozstrzyga
si¢ przy stole zarzadu — w spo-
sobie podejmowania decyzj,
ustalania priorytetéw i roz-
liczania efekcow. Tam, gdzie
CFO, CIO i CTO potrafig ze
sobg rozmawiac, szybciej zapa-
dajg decyzje, tatwiej jest testo-
wac nowe pomysly 1 skuteczniej
kontrolowa¢ koszty. Tam, gdzie
kazdy broni wlasnego obsza-
ru, transformacja zamienia si¢
w seri¢ kosztownych projek-
tow bez realnej zmiany. A tam,
gdzie pojawia si¢ prawdziwa
wspolpraca, technologia zaczy-
na wreszcie pracowa¢ na wynik
biznesowy, a nie tylko na kolej-
ne wdrozenia — i to niezaleznie

od branzy.

W praktyce nie chodzi juz o to,
kto ma nowoczesniejsza tech-
nologig, lecz kto potraﬁ lepiej
z niej korzystac. A to wymaga
Wspélnej wizji, zaufania i goto-
wosci do wyjscia poza wlasny
silos. Bo dzis prawdziwa prze-
waga konkurencyjna rodzi sie
nie w kodzie, systemach czy ar-
kuszach Excela, lecz na styku fi-
nansow, IT i technologii — tam,
gdzie koneza si¢ kompetencyj-
ne granice, a zaczyna odpowie—
dzialnos¢ za caloéé biznesu.
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Cyberbezpieczenstwo element strategii finansowe;j

Cyfryzacja finansow zmienita sposob, w jaki firmy
zarzadzajq kapitatem, danymi i ryzykiem. Coraz
wieksza czesc operacji finansowych odbywa sie

w srodowisku cyfrowym - od ptatnosci i rozliczen,
przez inwestycje, po zarzadzanie aktywami. Wraz

z tym procesem cyberbezpieczenstwo przestato by¢
wytacznie kwestia techniczna, a stato sie jednym

z kluczowych filarow strategii finansowej organizaciji.

SEAWEK ZAWADZKI
Co-CEO Kanga

Szczcgélne znaczenie ten temat
zyskuje w obszarze kryptowa]ut
i technologii blockchain, ktore
V jedncj strony Wprowadzaj% nowsy
jakos¢ w  zakresic bezpieczen-
stwa i transparcmnos’ci, 7 drugic]'
— wymagaja dojrza}ego podejécia
do zarzadzania ryzykiem opera-
cyjnym i cdukacji uZytkownikéw.

Cyberzagrozenia jako

realne ryzyko finansowe

Ataki cybernetyczne coraz cze-
écicj udcrzajz} bezpoércdnio
w obszar finanséw. Ransomware,
phishing, przejecia kont, mani-
pulacje transakcjami czy wycieki
danych nie s3 dzis incydentami
marginalnymi, lecz systemowym
zagrozeniem dla stabilnosci firm.
Skutki takich zdarzen wykraczaja
daleko poza dzial IT — Wplywajz}

na plynnos¢ finansows, reputacie,

relacje z klientami i zdolnos¢ do
kontynuowania dziatalnosci.

W przypadku rynku kryprowalut
skala odpowiedzialnosci jest jesz-
cze Wigksza. Transakcjc s3 nieod-
wracalne, a uiytkownicy Czgsto
samodzielnie odpowiadajg za do-
step do swoich srodkow. To spra-
wia, ze bezpieczenstwo staje si¢
fundamentem zaufania do calego
ekosystemu, a nie jedynie dodat-
kiem do oferty technologicznej.

Blockchain jako odpowiedz

na czgs¢ wyzwan

'l‘echno]ogie oparte na blockcha-
inie wprowadzaj% rozwigzania,
keore w wielu aspektach podno-
szg poziom bezpieczenstwa fi-
nansow cyfrowych. Rozproszony
rejestr, kryptograﬁa i brak poje-
dynczego punkeu awarii znaczgco
utrudniuj% manipulacjg danymi
czy falszowanie zapisow transak-
cyjnych. Transparentnos¢ block-
chaina pozwala na audytowalnos¢
operacji, co ma istotne znaczenie

zarowno dla uzytkownikow, jak
i instytucji.

Jednoczesnie warto podkreslic,
ze technologia sama w sobie nie
eliminuje wszystkich zagroicﬁ.
Najezgstszym celem atakow po-
zostaje cztowiek — jego blgdy,
brak wiedzy lub pochopne de-
cyzje. Dlatego  bezpieczenstwo
w $wiecie kryptowa]ut musi 1%—
czy¢ rozwigzania technologiczne
z edukacja oraz odpowiednimi
procedurami organizacyjnymi.

Ciqglos’c’ dzialania w swiecie
finansow cyfrowych

Z perspekeywy stmtcgii finanso-
wej kluczowym pojeciem staje si¢
dzis u%glosg dziatania. Firmy mu-
sz3 by¢ przygotowane na funkc]o—
nowanic w warunkach zakldcen
— zardwno technologicznych, jak
i regu]acyjnych czy geopo]itycz—
nych. W obszarze kryprowalut
oznacza to m.in. zabczpicczcnic
infrastrukeury, redundancje sys-
temow, odpowiednie procedury
reagowama na incydenty oraz
przejrzyste  zasady mu%dmnu
érodkami klientdw.

Coraz wiccej organizacji postrze-
ga odpornos¢ cyfrowy jako ele-
ment przewagi konkurencyjnej.
Zdolnos¢  do  nieprzerwanego
dzialania, nawet w warunkach
kryzysowych, przeklada si¢ bez-
posrednio na zaufanie uzytkow-
nikow i stabilnosé bunesow%

Regulacje i bezpieczenstwo
uzytkownikow

Wraz z dojrzewaniem rynku kryp—
towalut rosnie znaczenie regulacji,
ktdre maj3 na celu ochronq uzyt-
kownikow i zwickszenie stabilno-
sci sekeora. Kluczowe jest jednak,
aby regulacje te byly proporcjo-
nalne i wspieraly rozwoj bezpiecz-
nvch techno]ogii zamiast ograni-
cza¢ innowacyjnos¢ lub wypychad
dziatalnos¢ do szarej strefy.

7 punktu widzenia cyberbezpie-
czenstwa skuteczne prawo powin-
no wzmacnia¢ standardy ochrony
danych, przejrzystosc  dziatania
podmiotow oraz odpowiedzial-
nos¢ za zarzgdzanie srodkami
klientow. Jednoczesnie zadna re-
gulacja nie zastgpi §Wiadomeg0
korzystania z technologii i pod-
stawowych zasad bezpieczenstwa
po stronie uzytkownikow.

Firmy musza by¢

przygotowane na

funkcjonowanie

w warunkach
zaktocen - zarowno
technologicznych, jak

i regulacyjnych czy

geopolitycznych.

Bezpieczenstwo jako fundament
zaufania do finansow przyszlos'Ci
W $wiecie finansow Cyfrowych
zaufanie nie buduje si¢ wylacznie
poprzez deklaracje, lecz poprzez
realne standardy bezpieczenstwa,
transparentnos¢ i konsekwentne
dzialania. Kryptowaluty i block-
chain pokazujg, ze technologia
moze byé narzqdziem zwiqksza—
jagcym odpornos¢ systemow  fi-
nansowych, pod warunkiem ze
jest wdrazana w sposob odpowie-
dzialny i dtugofalowy.

Cyberbezpieczenstwo staje  si¢
dzis jednym z kluczowych ele-
mentow  strategii  finansowej
— rownie istotnym jak zarzy-
dzanie kapita}em czy zgodnoéc’
regulacyjna. To od decyzji po-
dcjmowanych na poziomie za-
rzz&déw Za]eiy, czy techno]ogie
finansowe bedg zrédlem stabil-
nosci i rozwoju, czy dodatko-
wym obszarem ryzyka.

Przyszlos¢ finansow jest cyfrowa,
ale jej fundamentem musi pozo-
staé bezpicczcﬁstwo. W s$wiecie
kryptowalut — ochrona  danych,
srodkow i cigglosci dzialania nie
jest dodatkiem, lecz warunkiem
funkcjonowania calego ekosyste-
mu. Firmy, keore juz dzis traktuj a
cyberbezpieczenstwo jako stra-
tegiczny element finansow, beds
naj]epiej przygotowane na wy-
zwania nadchodzacych lat.

Al w finansach: od automatyzacji do predykc;ji

Swiadomo$¢ potencjatu sztucznej inteligencji
rosnie. Mimo to wcigz zadajemy sobie pyta-
nie, w jaki sposob wykorzysta¢ mozliwosci Al

w praktyce - tak, by pomagata zwiekszac efek-
tywnos¢, ograniczac koszty i ryzyko, skutecznie
zmniejszac liczbe btedow oraz przyspieszac

podejmowanie decyz;ji.

LUKASZ WROBEL
CBDO WEBCON

Cho¢ skuteczne wdrozenia Al nie
sa jeszeze powszechne, jak prze-
konuje McKinsey, sztuczna inteli-
gencja moze byé juz dzis z sukce-
sem wykorzystywana w procesach

operacyjnych. Celem dzialow fi-
nansowych jest wykorzystanie Al
do szybszej analizy danych oraz
automatyzacji prowadzacej do
odciazenia pracownikéw od po-
wtarzalnych, rutynowych zadan.
Kluczowym wyzwaniem jest to, by
modele 'gvkowc i agenci Al stali
sie c7§5c1% ckosystemu firmowych
systemow mformatvcmych i pro-
cesow — uzyskujac bezpieczny do-
step do danych, a co za tym idzie,
niezb¢dny do budowania wartosci
kontekst.

Jak wdrozy¢ Al by

wspierata zadania?

Dyzis najwigkszc wyzwania zwigzane
z wykorzystaniem sztucznej inteli-
gencji polcgaj% na jej ukonteksto-
wieniu. By moc skutecznie Wspieraé
wykonywanie zadan i ulatwiaé po-
dcjmowanic dccyzji ﬁnansowych,
modele jezykowe i agenci Al mu-
s23 ﬁmkcjonowaé W oparciu o rze-
czywiste dane  przedsi¢biorstwa.
Problem w tym, ze wiele inicjatyw
dotyczgcych procesdw finansowych
1ozb1 a si¢ o jakos¢ danych Tub
mozhwosc uzybk ania do nich bez-
piecznego dostqpu. Tymczasem bez
dostepu do spojnych, kompletnych
i akcualnych danych wartos¢ sztucz-
nej inteligencji jest ograniczona.
Dlatego coraz wigkszego znaczenia
nabierajg platformy, keorych celem
jest orkiestracja agentéw Al w po-
h}czcniu Z Warstwg klasyczncj au-
tomatyzacji procesow biznesowych

i workflow. Pozwalajg one polgczyc
mozliwosci  szybkiej  digitalizacii
proceséw bizncsowych — koniecz-
nej w obszarach, ktore weigz funk-
cjonujg na papierze, w wiadomo-
sciach e-mail i arkuszach Excela
— z funkejonalnoscig analizy infor-
macji pochodzqcych V] istnichcych
systemow informatycznych.

Nasi klienci eksploruja mozliwo-
sci automatycznej ana]izy tresci
przychodzacych dokumentéw i ich
katcgoryzacji Z wykorzystanicm
modeli jezykowych, po to, by skro-
ci¢ czas od wplyniecia dokumentu
do podjqcia W]fas'ciwego dzialania.
Dziqki agentom Al umieszczo-
nym w obrgbic procesu s3 W sta-
nie zautomatyzowaé czgéc’ decysz
w keorych podjeciu klasyczna auto-
matyzacja dostqpna dotychczas nie
byta w stanie skutecznie ich wes-
przcé. Tam, gdzic dccyzjcz podcjmu—

je czlowick, dzigki wsparciu agen-

tow Al, modeli jgzykowych i sieci
neuronowych, moze on skorzysta¢
vA obscrwacji opartych na rzeczy-
wistych danych historycznych oraz
biezacym kontekscie.

Sztuczna inte]igencja zapewnia
rowniez ogromne wsparcie w ana-
lizie i laczeniu informacji — na
przyklad w procesie uzgadniania
dokumentow kosztowych z zamo-
wieniami i umowami. Z drugiej
strony Al bardzo skutecznie poma-
ga dbac o jakos¢ wprowadzanych
informacji, udostgpniajgc nowe
mozliwosci walidacji oraz analizy
Wngctkéw.

Osadzenie Al w obrebie zdefinio-
wanych proceséw i workflow po-
zwala szeroko wykorzysta¢ nowe
mozliwosci automatyzacji. Dzieki
temu dziatom finansowym facwic]
reagowaC na zmiany, planowac
strategicznie i odpowiadaé na po-
trzeby Ca}ej organizacji.
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Real-time finance jako nowy standard
funkcjonowania przedsiebiorstw

ALEKSANDRA ZAWADZKA
CFO w Alsendo

W warunkach rosnacej zmiennosci
rynkowej, presji kosztowej i coraz
szybszych decyzji dzialy finansowe
nie moga juz pehlié wyl'%cznie roli
Jkronikarza” zdarzen. W nowocze-
snych organizacjach oczekuje sie
od nich Czcgoé wiccej: zdolnosci do
szybkiej interpretacii biezgcej sytu-
acji i rcalncgo wsparcia w procesie
podejmowania decyzji, zanim kon-
sckwencje wyborow zarzadu stang
sie widoczne w wynikach bizneso-

V\/'yCh ﬁrmy

Istota ewo]ucji

Ma to odzwicrciedlenie w samej
cwolucji roli dyrcktora finansowe-
go w firmie. Az 92 proc. badanych
w raporcic KPMG ,,Perspektywy
i wyzwania CFO na 2026 rok” wska-
zZuje na istotne rozszerzenie zakresu
swoich obowiqzkéw w ostatnich
latach o obszary pozafinansowe,
takie jak analiza danych, IT czy
zarzacdzanie Zakupami. Ta zmiana
to odpowiedz na fake, ze decyzje

9

Algorytmy Al'i modele
predykcyjne potrafig
przetwarzac miliony

rekordéw w czasie
rzeczywistym,
identyfikujac
kluczowe trendy,
potencjalne
zagrozenia
i mozliwosci
wzrostu, pozwalajac
organizacji szybciej
sie rozwijac.

Jeszcze do niedawna sprawne raportowanie finansowe oznaczato terminowe
zamkniecie miesiaca i rzetelne podsumowanie wynikow. Dzis to za mato.

finansowe coraz rzadziej dotyczg
wylacznie liczb, a czgsciej calego
modelu funkcjonowania firmy. Fi-
nanse staja si¢c punktem styku da-
nych sprzedaiowych, operacyjnych
i logistycznych, a rola dyrektora
ﬁnansowcgo zmierza w kierunku
architekta systemu decyzyjnego,
keory pozwala zarzadowi dzialac
szybcicj i éwiadomicj.

To podcjécic jest szczcgélnic istot-
ne w srodowiskach o wysokiej
dynamice operacyjnej, gdzie decy-
zje finansowe s3 scisle powigzane
z biezgeymi dzialaniami biznesu.
W branzach takich jak e-commer-
ce, gdzie sprzedai, logistyka i ob-
stuga klienta funkcjonuja w czasie
rzeczywistym, opo'z'nicnic w do-
stepie do danych oznacza nie tylko
ograniczona widocznos¢, ale czesto
rea]n% utrate marzy lub p}ynnos'ci.
Finanse patrzjce retrospektywnie
na dane, nie $3 W stanie skutecznie
wspicera¢ decyzji podejmowanych
tu i teraz.

Kluczowy elementem

strategii dzialania CFO

D]atego technologia - kiedyé Wyko—
rzystywana w dzialach finansowych
jako narzqdzie wspierajgce — staje
si¢ kluczowym elementem strategii
dziatania CFO. Automatyzacja nie
s}uiy juz tylko redukcji kosztow

czy upraszezaniu  pojedynczych
proccséw, lecz uwolnieniu czasu
i zasobow na analiz¢ predykeyjng.
Narzqdzia RPA, integracje API
i automatyczny przeplyw danych
eliminuja opoznienia informacyj-
ne, a transparentnos¢ Pprocesow
pozwala  szybciej  identyfikowac
ryzyka i odchylenia od plandw. Ze-
spoly finansowe zyskuj% mozliwos¢
biezacego  monitorowania  sytu-
acji i pclnicnia ﬁmkcji partncréw
biznesowych dla CEO, Zarzzid(')w
i udzialowcow poprzez aktywne
doradztwo.

Kolejnym  etapem  tej technolo-
gicznej transformacji jest wyko—
rzystanie zaawansowanej analityki
i sztucznej intcligcncji. Algorytmy
Al i modele predykeyjne potra-
fig przetwarza¢ miliony rekordow
w czasie rzeczywistym, identyfiku-
jac kluczowe trendy, potencjalne
zagrozenia i mozliwosci wzrostu,
pozwalajgc organizaciji szybciej sie
rozwija¢. W tradycyjnym mode-
lu raportowania takie informacje
pozostawalyby poza zasicgiem or-
ganizacji. W praktycc obcjmujc
o zaawansowane scenariusze ana-
lityezne, takie jak aktualizowane
automatycznic i uwzgledniajace
biezace odchylenia prognozy, ana-
lizy cash flow uwarunkowane sezo-
nowoscig, opoznieniami platnosci
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Rolg CFO i zarzadow
bedzie nadzér,
interpretacja
i podejmowanie
decyzji strategicznych
W oparciu o wiedze,
ktorej tradycyjne
modele raportowania
nie byty w stanie
dostarczyc.

i zmiennymi makrockonomiczny—
mi, a takze Wskazywanie jednora—
zowych zdarzen, od blednych fak-
tur po nieoczekiwane ckspozycjc
kosztowe. Coraz wazniejsze stajg
sie symulacje potencjalnych scena-
riuszy, dzicki keorym mozna ocenic
konsckwencje decyzji, zanim zosta-
na zaimplcmcntowanc, i ograni-
czyé ryzyko operacyjne. W efekcie
Al przekszealea kontroling w ob-
szar proaktywny, ktory zamiast
wyjasnia¢ wyniki, realnie wspiera
ksztaltowanie przyszlych kierun-
kow i strategicznych decyzji.

Nowy tryb funkcjonowania
Polgczenie  technologii, automa-
tyzacji i zaawansowancj analizy
danych w dzialach finansowych
umozliwia przechodzenie organi-
zacji na nowy tryb ﬁmkcjonowa—
nia: real-time fiance. To podejscie
do zarzadzania finansami, w keo-
rym dane finansowe i operacyjne
sa dostepne na biezgco, a analiza
i rcakcja nastepuja w czasie zblizo-
nym do rzeczywistego. Model real-
-time finance oznacza odcjécic od
cyklicznego ,zamrazania” danych
na potrzeby raportow na rzecz cig-
glcgo monitorowania kluczowych
wskaznikow, phlmnosci i ryzyk.
Dzigki temu finanse moga nie tylko
informowac o wynikach, ale akeyw-
nie wspiera¢ decyzje w momencie
ich podcjmowania, a Zarz%dy re-
agowac na problemy zanim stang
si¢ krytyezne.

Rosngce znaczenie danych i tech-
nologii w  firmach sprawia, ze
wspolpraca CFO z CTO i CIO
staje si¢ niezbednym  elementem
skutecznego zarzqdzania. Finanse
i technologia coraz czesciej pracujy
nad wspolnym celem: zapewnie-
niem CEO i zarzadowi aktualnego,
wiarygodnego obrazu sytuacji oraz
narzc;dzi do szybkiego reagowania
na zmiany rynkowe. To na tym sty-
ku powstaje dzi$ realna przewaga
konkurencyjna.

W perspektywie najbliiszych lat
real-time finance bedzie coraz bar-
dziej przypomina¢ finansowego
sautopilota” — zintegrowany  sys-
tem, keory na biezgco monitoruje
kluczowe wskazniki, idcntyﬁkujc
ryzyka i rekomenduje mozliwe
dzialania, w konsekwencji realnie
kszta]ftuj%c wartosé sp(’)ﬂ(i. Osta-
teczna odpowiedzialnos¢ pozosta-
nie jcdnak po stronie ludzi. Rol;%
CFO i zarzadéw bedzie nadzor, in-
terpretacija i podejmowanie decyzji
strategicznych W oparciu o wiedzq,
keorej tradyeyjne modele raporto-
wania nie by}y W stanie dostarczyc"
Firmy, ktore juz dzis inwestujy
w ten sposob myslenia o finansach,
Zyskuj:& nie tylko wiqksz% efektyw—
nos¢, ale przede wszystkim zdol-
nos¢  swiadomego  ksztalcowania
swojej przyszlosci.





